
claim to rarely or never audit 
their organisation’s info 
security procedures

27%
of SMEs

IDENTIFIED AS
 TOP INFORMATION 
SECURITY THREAT  
FOR AUSTRALIAN BUSINESSES

Australian businesses need to manage 
all formats of information in order to fully 

address the information security risk

For more information on protecting your workplace, visit  shredit.com.au 
All statistics from Shred-it 2016 Information Security Tracker powered by Ipsos with the exception of:
1 Ponemon Institute, Cost of a Data Breach

3 3 %
of SMEs 
said they had no 
documents that would 
cause their business harm  
if stolen. However all  
businesses deal with 
confidential information

said they either never 
trained staff on information 
SECURITY POLICIES 
or didn’t have policies in place

recognise human error 
AS A KEY RISK

are more inclined to have a  
formal policy for shredding 
documents prior to  
disposal compared to

BUSINESSES 
AT RISK OF DAMAGING 
INFORMATION BREACHES

CAUSED BY 
HUMAN ERROR 

INFORMATION 
SECURITY 
PROTOCOLS ARE 
LACKING IN SPITE
OF THE RISK 

CONSEQUENCES OF AN 
INFORMATION BREACH NOT 
FULLY UNDERSTOOD

5%
C-SUITE 
EXECUTIVES

of29%
SMALL & 
MEDIUM
ENTERPRISES

of

38%
C-SUITE 
EXECUTIVES

of 46%
SMALL & 
MEDIUM
ENTERPRISES

of 57%
C-SUITE 
EXECUTIVES

of

31%
SMALL & 
MEDIUM
ENTERPRISES

of

HUMAN ERROR

31%
SMALL & 
MEDIUM
ENTERPRISES

of

believe information 
breach would not 
have a serious 
impact on  
their business 
(BUT data breaches cost Australian 
businesses an average of AU$2.82m) 1

Only 
23% of SMEs 
have a formal
Clean Desk Policy, 
compared to  
48% of C-SUITES

2 0 16  A U S T R A L I A  I N F O R M AT I O N  S E C U R I T Y  T R A C K E R

are aware of financial 
costs associated with 
data breaches

46%
C-SUITES

of12%
SMEs

of

http://www.shredit.com.au/en-au/home

